**Отчет**

**о проведении единого урока безопасности в сети «Интернет»**

**в МКОУ «Новокулинская СОШ№1»**

Интернет постепенно проникает в каждый дом, общественное учреждение, учебное заведение. Число пользователей Интернета в России стремительно растет, причем доля молодежи и совсем юной аудитории среди пользователей Всемирной паутины очень велика. Для многих, особенно молодых людей, он становится информационной средой, без которой они не представляют себе жизнь. 27 октября в нашей школе был проведен : «Безопасный урок в сети Интернет» в 8 -11 классах. Детей посадили в кабинет, где имеется интерактивная доска, провели урок безопасности в сети «Интернет», Урок начали со вступительного слова зам. дир. по УВР Курбановой Р.А. В своем выступлении она говорила как общаться в социальных сетях (сетевой этикет), не обижая своих виртуальных друзей, и избегать выкладывать в сеть компрометирующую информацию или оскорбительные комментарии и т.д.

Показали ученикам видеоприветствия: Председателя Комитета Совета Федерации по международным делам Косачева К.И; замминистра связи и массовых коммуникаций РФ Волина А.К. и др.

Учитель информатики Курбанова Р.А. ознакомила с правилами ответственного и безопасного поведения в современной информационной среде, способах защиты от противоправных посягательств в сети Интернет и мобильной (сотовой) связи.

В школе оформлен стенд «Безопасность в сети Интернет».

С учащимися 10-11 кл учитель информатики провела викторину.

Сеть тоже может быть опасна: в ней появилась своя преступность, хулиганство, вредительство и прочие малоприятные явления. Виртуальность общения предоставляет людям с недобрыми намерениями дополнительные возможности причинить вред детям. В последнее время в Интернете появляется много материалов агрессивного и социально опасного содержания.

При проведении урока использовалось следующее оборудование: мультимедиа проектор, презентация, брошюры о безопасности использования ресурсов Интернета  
Были проведены контрольные работы со средней группой учащихся на сайте: Единый урок.дети.

Зарегистрировали детей в международном квесте(онлайн –конкурсе) по цифровой грамотности «Сетевичок» на сайте www. Сетевичок.РФ. ученики отвечали на вопросы. Единый урок безопасности в сети Интернет. В рамках данного урока в 1 – 5 классах прошла интерактивная игра «Онлайн дети» с охватом учащихся 56 чел.. В 6 – 11 классах прошел семинар «Киберугрозы современности: главные правила их распознавания и предотвращения», с охватом учащихся 80 чел.. В 1 – 11 классах прошло родительское собрание «Основные правила защиты наших детей от Интернет опасности».  
Безопасность – это состояние защищённости. Защищённости от последствий воздействия на Ваше тело, психику, Ваших близких, Ваше имущество, Ваши отношения. БЕЗОПАСНОСТЬ- состояние, при котором не угрожает опасность, есть защита от опасности.

Ученикам раздали Памятки о медиа безопасности.  
 **Техника безопасности в социальной сети**  
Жизнь в социальной сети, как и наша реальная жизнь, требуют соблюдения некоторых правил техники безопасности:

Не передавайте информацию людям, которых вы лично не знаете. Не доверяйте людям, с которыми вы познакомились в социальной сети, ведь они могут быть кем угодно! Публикуйте только ту информацию о себе, которая не содержит ваших адресов, телефонов, планов на выходные. Как можно меньше реальной информации о себе! Помните, то, что когда-либо было опубликовано, «стереть» уже невозможно. Оставляя комментарии, сообщения, публикуя фотографию, вы помещаете ее в сеть навсегда. Поэтому совершая любое действие в социальной сети, нужно думать о последствиях! Цените и уважайте друг друга в социальных сетях. Оскорбляя даже неизвестного вам человека, помните, что вы сделали это и в реальной жизни! Будьте осторожны, высказывая свое мнение в социальной сети, оно может обидеть других людей в реальном мире. Социальные сети помогают улучшить наше общество: они позволяют объединиться людям, чтобы бороться с различными проблемами, а также осуществлять проекты, чтобы претворить свои идеи в жизнь. Поэтому, если каждый человек задумается о серьезности своих действий в социальной сети, то он сделает нашу жизнь более безопасной и комфортной.

**Основные правила для школьников старших классов**

Вы должны это знать:

1. Не желательно размещать персональную информацию в Интернете.  
2. Персональная информация — это номер вашего мобильного телефона, адрес электронной почты, домашний адрес и фотографии вас, вашей семьи или друзей.

3. Если вы публикуете фото или видео в интернете — каждый может посмотреть их.

4. Не отвечайте на Спам (нежелательную электронную почту).

5. Не открывайте файлы, которые прислали неизвестные Вам людей. Вы не можете знать, что на самом деле содержат эти файлы – в них могут быть вирусы или фото/видео с «агрессивным» содержанием.

6. Не добавляйте незнакомых людей в свой контакт лист в IM (ICQ, MSN messenger и т.д.)

7. Помните, что виртуальные знакомые могут быть не теми, за кого себя выдают.

8. Если рядом с вами нет родственников, не встречайтесь в реальной жизни с людьми, с которыми вы познакомились в Интернете. Если ваш виртуальный друг действительно тот, за кого он себя выдает, он нормально отнесется к вашей заботе о собственной безопасности!

9. Никогда не поздно рассказать взрослым, если вас кто-то обидел. 